
 

Overview of all DCS-T Certificates 

 
 

DCS-T-Certificates are certificates used for Diagnostics, Coding and Secure communication: 
 

 

No. Identifier Name Description 

1 Root CA Certificate Root CA certificate Root CA: Entitled for issuing Backend CA Certificates 

2 
Backend CA 
Certificate 

Backend CA certificate Backend CA: Entitled for issuing End Entity certificates 

3 
Root CA Link 
Certificate 

Root CA Link Certificate 
The Root CA Link Certificate is used to confirm the 
authenticity of a new Root CA Certificate 

4 
Backend CA Link 
Certificate 

Backend CA Link 
Certificate 

The Backend CA Link Certificate is used to confirm the 
authenticity of a new Backend CA Certificate 

5 
Variant Coding 
Device Certificate 

Coding Data Device 
Certificate 

Certificate of Coding Data Signing Device 

 
6 

Variant Coding User 
Certificate 

Coding Data User 
Certificate 

User Certificate signing coding data 
EOL-certificates: Certificates used in the ECU- 
production 

 

 
7 

 
Diagnostic 
Authentication 
Certificate 

 

 
Diagnostic Certificate 

For all type of tester (User and Roles) 
Special certificates for available for Use Case: 
Homologation: Certificates used for homologation of ECUs 
EOL-certificates: Certificates used in the ECU- 
production 

8 
Enhanced Rights 
Certificate 

DiagEnhancedRightsCert Diagnostic Enhanced Rights Certificate 

9 ECU Certificate 
Electronic Control Unit 
Certificate 

Public Key Certificate ECU 

 
 

Details: MSS-10824 Version1.2 Specification for Certificate Structure in the DocMaster 


